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特色化网络安全产教融合创新中心申报指南

一、背景介绍

党中央、国务院高度重视网络安全产业创新发展及人才培养工作，中央网信办、工信部、教育部等部门印发《关于加强网络安全学科建设和人才培养的意见》，重点加强一流网络安全学科建设工作，以满足网络安全产业对应用型、技能型、复合型人才的迫切需要。

工业和信息化部网络安全产业发展中心作为工信部直属事业单位，主要承担与国家网络安全产业相关的发展战略、规划、政策、标准研究，数据监测、发布与分析、成果转化等工作，并负责网络安全技术与产业发展工业和信息化部重点实验室的运营。

2022年工信部网络安全产业发展中心《网络安全产业人才发展报告》指出，用人单位在招聘时更注重网络安全人才技术基础及沟通交流能力和实战能力。央视网报道：“据教育部最新公布的数据显示，到2027年，我国网络安全人员缺口将达327万。”

为进一步汇集网络安全产教融合资源，通过“网络安全技术与产业发展工业和信息化部重点实验室”、“网络安全实训及虚拟仿真资源”、“网络安全专家智库等创新资源平台”等赋能高校建设一流网络安全学科专业和产业学院，面向行业培养新网安人才探索新模式，特制定此申报指南。

二、目的意义

（一）产教协同创新，打造汇聚“新网安”产业资源要素和人才需求的优质载体。充分发挥“网络安全技术与产业发展工业和信息化部重点实验室”在品牌、模式、产品研发等方面优势，融入“新网安”产业在课程、师资、实习实训等领域的个性化资源和需求，加快网络安全学科专业和院系建设，创新网络安全人才培养机制，推动高等院校和行业企业合作育人与协同创新，完善网络安全人才培养配套措施。

（二）汇聚资源服务产业创新发展，围绕“新网安”在重点产业领域开展合作。聚焦网络安全新模式、新技术、新业态，围绕新一代信息技术与传统产业深度融合，结合所在地区重点产业链，依托高校特色院系和专业，有层次、有重点地建设网络安全产教融合创新中心，为网络强国建设提供坚强人才和智力支撑。

（三）坚持问题与价值导向产教深度融合，探索产业人才供给侧和产业需求侧深入对接的新型模式。在“网络安全技术与产业发展工业和信息化部重点实验室”、关键产业链重点龙头企业、行业协会等主体的协同下，围绕网络安全产教融合创新中心建设，帮助高校打通相邻专业间的壁垒，对照申报方向的产业链结构形成专业群，破除人才供给侧和产业需求侧间的“卡点”和“堵点”，形成可复制推广的创新模式。

三、建设内容

搭建网络安全技术与产业发展工业和信息化部重点实验室、高校和企业三方协同创新平台，重点围绕高校在网络安全人才培养过程中的数字基础设施建设能力、核心资源汇聚能力、创新成果转化能力等现实需求，重点建设“网络安全技术与产业发展研究中心”、“网络安全产教融合实训基地”、“网络安全产教融合创新资源平台”等，将产教融合资源向高校汇聚和赋能，多方携手联合打造出一批具有示范和引领意义的网络安全产教融合协同育人新样本，为国家网络安全产业创新发展贡献力量。

（一）网络安全技术与产业发展研究中心。依托“网络安全技术与产业发展工业和信息化部重点实验室”，通过升级与建设网络安全产学研深度融合的软硬件实验研究环境等基础设施，研究网络安全工程技术人才培养标准体系和产教融合创新模式、联合开展课题合作、共同发布行业研究报告等，配置资源实现“四链”更有序衔接，助力网络安全专业高水平、高质量发展。

（二）网络安全产教融合实训基地。围绕探索解决网络安全相关专业“知识与实践脱节”的两张皮矛盾，依托网络安全技术与产业发展工业和信息化部重点实验室的资源优势，学校建设符合产业应用场景需要的网络安全产教融合实训平台及虚拟仿真资源库，共同面向产业企业提供项目服务、开展双师型师资培训、学生职业能力认证等，强化实现理论教学与学习、实践实训与认证等一体的实践教学体系。

（三）网络安全产教融合创新资源平台。扎实推进高校国家网络安全与数据安全宣传教育主阵地示范品牌等工作，建设具有竞争优势鲜明、行业引领力突出、影响力强的网络安全产教融合合作成果数字展示中心展现校企协同创新、科教融汇、产教融合成果，完善网络安全人才供需平台更好的助力“稳就业”大局，建立行业专家智库平台更好的开展校内和社会服务，汇聚各方资源构建“新网安”人才能力培养、成果转移转化、产业健康发展的良性生态，探索确立“新网安”产教融合的中国方案。

四、特色化网络安全产教融合创新中心项目申报表

（一）基本情况

|  |  |
| --- | --- |
| 学校全称 |  |
| 学校介绍 |  |

（二）建设基础

|  |
| --- |
| **（包括网络安全人才培养、实训条件、科研能力、合作经验、学生就业等方面的基础）** |

（三）建设内容**（如空格不够,可附页）**

|  |
| --- |
| （**重点围绕创新中心的三大建设任务**） |

（四）发展规划

|  |
| --- |
| （**未来3年依托此创新中心在人才培养、产教融合、科研等方面的发展规划**） |

（五）社会成效

|  |
| --- |
| （**包括依托此创新中心在访企拓岗、创新创业、学生就业等方面的预期成效**） |

（六）条件保障

|  |
| --- |
| **（一）组织保障（包括明确校级领导、行业专家资源保障计划）**  **（二）场地保障（包括明确提供场地面积）**  **（三）经费保障（包括明确建设内容及经费保障额度）** |

（七）审核意见

|  |
| --- |
| **学校意见**  校长签名： 学校（公章）  日期： |